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I. INTRODUCTION

Internet Service Providers (ISPs) [1] are an essential component of the internet: they enable users and content providers to connect with one another online. [2] In enacting the Digital Millennium Copyright Act (DMCA), the purpose of which was to strengthen copyright protections in the digital realm, Congress recognized both the important role played by ISPs and the danger of copyright infringement liability for ISPs under existing case law. In response to this concern, Congress included the Online Copyright Infringement Liability Limitation Act (OCILLA) safe harbor provisions [3] to shield innocent ISPs from liability for contributory copyright infringement.
Recent trends in judicial enforcement of contributory copyright infringement claims against ISPs and judicial interpretation of the DMCA safe harbor provisions, however, undermine the balance sought by Congress in the DMCA by imposing excessive liability upon ISPs. [4] The danger of this trend is that such enforcement will have a significant chilling effect on ISP investment in the internet, which fosters both the growth of e-commerce and the ability of a larger segment of the population to participate in the internet community-- both of which ultimately benefit the holders of intellectual property rights.

Shielding ISPs from liability for contributory copyright infringement in accord with the DMCA safe harbor provisions does not leave copyright holders without the means to prevent infringement in the digital realm. The DMCA offers numerous options for copyright holders in cyberspace that are not available in “real space,” such as the technological self-help anti-circumvention provisions of 17 U.S.C. § 1201, [5] the subpoena provisions of 17 U.S.C. § 512(h) [6] that enable copyright holders to locate and bring suit against direct infringers, and the notice and takedown provisions of 17 U.S.C. § 512(b)-(d). [7]

Parts II and III of this note discuss the law of contributory copyright infringement and the safe harbor provisions of the DMCA, respectively. Part IV discusses recent judicial enforcement of contributory copyright infringement claims against ISPs and the interpretation and application of the DMCA safe harbor provisions in those cases. Part V discusses the policy implications of such decisions and argues for a more faithful judicial adherence to the congressional mandate.

II. Contributory Copyright Infringement

There is no statutory basis for a claim of contributory copyright infringement, [8] rather, such a claim is based on the tort principle of enterprise liability. [9] As such, a threshold requirement for contributory infringement is proof of actual direct infringement by another. [10]

A contributory copyright infringer is: “one who, with knowledge of the infringing activity, induces, causes or materially contributes to the infringing conduct of another.” [11] Most courts, particularly in the internet context, have decided contributory copyright infringement cases based on this three-part test of (1) direct infringement, (2) knowledge, and (3) material contribution. [12] This formulation, however, appears nowhere in the Supreme Court's only contributory copyright infringement case. [13] In *Sony Corporation of America v. Universal City Studios*, the Supreme Court conflated the rules for contributory copyright infringement and vicarious copyright infringement. [14] The *Sony* Court also imported the “staple article of commerce” doctrine from patent law into the discussion of secondary copyright infringement liability [15] which has been imported into the knowledge requirement of the contributory copyright infringement analysis. [16]

A. Knowledge Requirement

Although no one would dispute that actual knowledge [17] satisfies the knowledge requirement of contributory copyright infringement, it is unclear whether constructive knowledge satisfies this requirement. [18] The *Sony* Court clearly stated that “[t]here is no precedent in the law of copyright for the imposition of vicarious liability” based on the defendant's having “constructive knowledge of the fact that its customers may ... make unauthorized copies of copyrighted material.” [19] Many courts, however, have been willing to impose liability for contributory copyright infringement based on constructive knowledge. [20] Although the Seventh and Ninth Circuits disagree as to how *Sony*'s “staple article of commerce” doctrine should be applied, [21] they both have held that the doctrine affects the knowledge requirement: [22] if the technology is found to be “capable of substantial non-infringing uses” [23] (or, in the Seventh Circuit, if such uses are found to be probable), [24] then the complaining party must establish actual, and not constructive, knowledge on the part of the accused party. [25]

B. Material Contribution Requirement

The material contribution requirement has rarely been defined or elaborated upon in the case law since *Gershwin Publishing v. Columbia Artists Management*. [26] *Religious Technology Center v. Netcom On-line*
Communication Services stated simply that the secondary infringer's “participation must be substantial,” [27] and other courts have interpreted this element in terms of “but for” causation (i.e., that the infringement would not have occurred but for the contribution of the secondary infringer). [28] A similar interpretation of the material contribution element that has been gaining acceptance in recent internet cases was established in Fonovisa v. Cherry Auction, which looks at whether the secondary infringer provided “the site and facilities” for direct infringement. [29] This site and facilities test is the result of the tendency to conflate the requirements for contributory and vicarious copyright infringement. [30] The Ninth Circuit recently addressed the confusion, framing the rule more specifically: “provision of site and facilities for infringement, followed by a failure to stop specific instances of infringement once knowledge of those infringements is acquired.” [31]

III. DIGITAL MILLENNIUM COPYRIGHT ACT SAFE HARBOR PROVISIONS

When Congress passed the Digital Millennium Copyright Act (DMCA) to implement the provisions of the World Intellectual Property Organization (WIPO) Treaty and strengthen copyright protections in the digital realm, [32] there was concern that the new provisions, and the recent enforcement of intellectual property rights in the internet context, would open online service providers to considerable liability for infringement occurring in the context of the provision of their services. [33] Congress therefore sought to strike a balance in which service providers and intellectual property rights holders would cooperate in the enforcement of intellectual property rights online against actual repeat infringers and those who traffic in technologies that enable infringers to circumvent the technological self-help measures of intellectual property rights holders. [34]

To encourage the cooperation of online service providers and prevent a chilling of ISP investment in internet structure, [35] Congress enacted safe harbors for ISPs and other online service providers. [36] The OCILLA safe harbor provisions of the DMCA insulate service providers from liability for infringement due to the automated performance of their services for infringing customers. [37] Congress structured these safe harbors such that a service provider that knowingly contributes to a customer's infringement is liable whereas one that is unaware is exempt. [38] The goal of these provisions is not only to insulate providers from potential liability but also to provide them with a consistent and predictable legal framework under which to evaluate their risk of potential liability. [39] Congress did not intend to change the existing rules of copyright law, [40] but rather sought to offer the safe harbor liability limitations as an incentive for online service providers to cooperate with rights holders to protect intellectual property rights in the digital realm. [41] Thus, the procedures Congress envisioned for a judicial determination of contributory copyright infringement liability in light of the DMCA safe harbors were, first, a determination of infringement liability based on existing rules of law, and second, a determination of safe harbor eligibility. [42]

To prevent the chilling of internet investment, Congress enacted the provisions of the DMCA with a deliberately broad definition of “service provider.” [43] Section 512(k)(1)(B) defines a service provider in very general terms as “a provider of online services or network access, or the operator of facilities therefor.” [44] This broad definition encompasses ISPs but also web site owners [45] and the distributors of peer-to-peer and other networking software. [46] However, § 512(k) also contains a more specific definition of “service provider,” which refers specifically to ISPs and which applies only to the safe harbor for transitory network communications under § 512(a). [47] This distinction is evidence of a congressional intent to place ISPs in a separate category from, and to grant ISPs more protection than, other online service providers (like web site providers and software distributors).

A. Threshold Requirements Under § 512(i)

In order to be eligible for any of the OCILLA safe harbors under § 512(a)-(d), a service provider must satisfy the threshold requirements under § 512(i):

The limitations on liability established by this section shall apply to a service provider only if the service provider--

(A) has adopted and reasonably implemented, and informs subscribers and account holders of the service provider's system or network of, a policy that provides for the termination in appropriate circumstances of subscribers and account holders of the service provider's system or network who are repeat infringers .... [48]
Congress intended this provision to require ISPs to provide notice and warning to their subscribers that flagrant repeat infringers face “a realistic threat of losing [their internet] access.” [49] In accordance with the face of the statute and its legislative history, courts have generally interpreted the provision as focused on the relationship between a service provider and its subscribers, and not affecting any of the following: [50] the knowledge requirement of contributory copyright infringement, [51] the “no monitoring” provision in § 512(m), [52] or the notice and takedown provisions under § 512(b)-(d). [53]

B. No Monitoring Required Under § 512(m)(1)

The legislative history and the text of the statute are clear that service providers have no affirmative duty to monitor their networks or servers for infringing content. [54] Section 512(m) specifies that “[n]othing in this section shall be construed to condition the applicability of subsections (a) through (d) on ... a service provider monitoring its service or affirmatively seeking facts indicating infringing activity.” [55] Although this provision has the obvious effect of reducing the burden on ISPs, it was actually enacted to protect the privacy of internet users. [56] Regardless of the purpose, this provision clearly places no duty upon service providers to monitor or police the content on their networks, and the lack of such monitoring does not affect a service provider's eligibility for the safe harbors under § 512(a)-(d).

C. Limitations on ISP Liability Under § 512(a)-(d)

There are four safe harbor provisions under § 512, relating to different operations of service providers. [57] The first applies to transitory network communications, the second to system caching, the third to information that users store on a server, and the fourth to search utilities. [58] Of the four, only the last two contain provisions regarding the so-called “red flag” test. [59]

The legislative history's discussion of a red flag test for service providers under the knowledge requirements of § 512(c)(1)(A)(ii)-(iii) adds some confusion to the straightforward no monitoring provision in § 512(m)(1). [60] This red flag test also confuses the otherwise clear notice and takedown provisions of § 512(b)-(d). [61]

The red flag test seems to be the statute's answer to the problem of willful blindness, operating in the grey area between the no monitoring provision [62] and the formal notice and takedown provisions. [63] Congress summarized the test as follows: “if the service provider becomes aware of a ‘red flag’ from which infringing activity is apparent, it will lose the limitation of liability if it takes no action,” [64] and the statute adds that, in response to a red flag, a service provider must act “expeditiously to remove, or disable access to, the [infringing] material.” [65]

In addition to the red flag test, the statute also contains express “notice and takedown” provisions. Only three of the four safe harbors under § 512 contain notice and takedown provisions; there are no such provisions in the safe harbor for transitory network communications. [66] These provisions detail specific procedures for a copyright holder to formally notify a service provider of the availability of infringing material on the provider's network and to have such material removed. [67] Among other things, the notice and takedown provisions require that service providers appoint a designated agent for receiving such notice, and that the providers make the agent's contact information available on their websites and provide it to the Copyright Office. [68]

Furthermore, subsection (n) specifies that, with respect to the four safe harbor limitations on liability in subsections (a)-(d), the red flag test and notice and takedown procedures do not apply to any subsection which does not expressly provide for them:

Whether a service provider qualifies for the limitation on liability in any one of those subsections shall be based solely on the criteria in that subsection, and shall not affect a determination of whether that service provider qualifies for the limitations on liability under any other such subsection. [69]

Therefore, the knowledge and notification requirements of the four safe harbors can be summarized as follows:
<table>
<thead>
<tr>
<th>Safe Harbor</th>
<th>Provider</th>
<th>Monitoring</th>
<th>Red Flag Test</th>
<th>Notice/Takedown</th>
</tr>
</thead>
<tbody>
<tr>
<td>(a) transitory</td>
<td>ISP &amp; OSP</td>
<td>not required</td>
<td>not applicable</td>
<td>not applicable</td>
</tr>
<tr>
<td>network</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>communications</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>(b) system caching</td>
<td>OSP</td>
<td>not required</td>
<td>not applicable</td>
<td>does apply</td>
</tr>
<tr>
<td>(c) user-stored</td>
<td>OSP</td>
<td>not required</td>
<td>does apply</td>
<td>does apply</td>
</tr>
<tr>
<td>information</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>(d) search utilities</td>
<td>OSP</td>
<td>not required</td>
<td>does apply</td>
<td>does apply</td>
</tr>
</tbody>
</table>

Glancing at this table, the congressional intent becomes clear: there is an almost absolute immunity from liability for transitory network communications; there is only liability for system caching if the provider fails to respond to formal notice of infringing content; and a service provider may be liable for user-stored information and content indexed with search utilities if infringing activity is apparent to the provider.

Although courts have generally been faithful to these distinctions, problems can arise in determining the proper category for a given service; this is particularly true with respect to Usenet. [70] A Usenet post could technically be described as information stored at the direction of a user because the user initiates the message that is (temporarily) stored on the ISP's server. [71] Because of the history of the legislation, however, Usenet posts are considered transitory network communications. [72] The legislative history indicates that § 512(a) was intended to codify the holding in *Netcom*, which dealt specifically with Usenet posts. [73] Usenet posts are not considered user-stored information primarily because they are propagated automatically and are only retained for a limited period of time. [74] Therefore, due to the legislative history of the DMCA and the nature of Usenet, courts have accepted that Usenet posts are transitory network communications and thus fall under the § 512(a) safe harbor. [75]

IV. JUDICIAL ENFORCEMENT OF CONTRIBUTORY INFRINGEMENT CLAIMS AGAINST ISPS

One example of a Usenet case, which was decided under the proper safe harbor category, but which is problematic for other reasons, is the Ninth Circuit case *Ellison v. Robertson*. [76] In this case, Robertson scanned some of the works of science fiction writer Harlan Ellison and posted them on the Usenet group alt.binaries.e-book. [77] The works were then automatically propagated to AOL's servers, which were set to retain posts for fourteen days. [78] An unknown period of time later, when Ellison learned of the posts, his counsel sent a § 512(c)(3) notice to AOL and another ISP via e-mail. [79]

Because AOL had recently changed its copyright infringement notification e-mail address, the e-mail was never received. [80] The address change was updated with the Register of Copyrights, and AOL's copyright web page
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contained the updated e-mail address, but Ellison's counsel was relying on the old address. [81] The reason the e-mail was never received is that AOL neglected to close the old e-mail account and forward incoming messages to the new account. [82] Eleven days after learning of the infringing content, Ellison filed a claim against AOL. [83] Upon receipt of the complaint, AOL disabled access to alt.binaries.e-book on its Usenet server. [84]

At summary judgment, the district court found a triable issue of fact as to whether AOL was a contributory copyright infringer [85] but granted summary judgment for AOL under the safe harbor provisions. [86] The Ninth Circuit reversed, finding triable issues of fact on both the contributory infringement and safe harbor parts of the analysis. [87] In its safe harbor analysis, the Ninth Circuit agreed that AOL is entitled to immunity from liability under § 512(a) but found a triable issue of fact as to whether AOL satisfied the eligibility requirements of § 512(i). [88]

The Ellison opinions are a good example of a DMCA case against an ISP. ISP cases are somewhat different from cases against other online service providers--specifically software providers [89] and web site owners [90]--even though, because of the broad statutory definition of a “service provider,” [91] all three are eligible for at least some of the safe harbors under the DMCA. Cases in which the accused party is a manufacturer and provider of peer-to-peer software are unique in that their software implicates the staple article of commerce doctrine. [92] Contributory copyright infringement claims against web site owners are distinct from claims against ISPs because web site owners generally do not perform any services that would qualify for the transitory network communications safe harbor under § 512(a). [93] The law of contributory copyright infringement and the DMCA safe harbor provisions have been applied differently in cases against these three types of defendants, sometimes resulting in a departure from the statutory guidelines or the applicable case precedent. [94]

A. Interpretation of Contributory Infringement

Since Sony, courts have been gradually broadening the knowledge and material contribution requirements for contributory copyright infringement, especially in the digital context. [95] This has occurred despite the clear congressional intent in enacting the DMCA to leave the existing law for contributory copyright liability unchanged. [96]

i. The Slippery Knowledge Requirement: From Sony to Netcom and Grokster

One of the most notable aspects of the evolution of contributory copyright infringement liability since Sony has been the broadening of the knowledge requirement to include constructive knowledge. [97] The Sony Court simply stated that constructive knowledge does not suffice for contributory infringement liability. [98] The expansion of the knowledge requirement in the internet context seems to have begun with the Netcom court's conflation of Sony's tests for vicarious and contributory infringement by incorporating an “ability to control” element into its knowledge analysis. [99] Despite this confused analytical framework, and also despite the fact that the Netcom court framed the knowledge requirement as “knew or should have known” (implying an acceptance of constructive knowledge), the court granted summary judgment for Netcom with respect to all infringing content posted on its servers prior to Netcom's receipt of actual notice of the infringing content. [100] The Netcom court did not mention Sony's staple article of commerce doctrine. [101]

Recently, the Seventh and Ninth Circuits have interpreted Sony's constructive knowledge prohibition and its staple article of commerce doctrine together, as meaning that constructive knowledge will suffice whenever the technology enabling the infringement is not capable of substantial non-infringing uses. [102]

One additional element that may affect the knowledge requirement, which was embraced by the Seventh Circuit in Aimster II, is the doctrine of willful blindness:

One who, knowing or strongly suspecting that he is involved in shady dealings, takes steps to make sure that he does not acquire full or exact knowledge of the nature and extent of those dealings is held to have a criminal intent. [103]
Although generally only applied in the criminal context, willful blindness is equated with implied knowledge, which is a type of actual knowledge. [104]

In the Ellison opinions, both the district court and the Ninth Circuit agreed that there was a triable issue of material fact that AOL had satisfied the knowledge requirement of contributory infringement. [105] These holdings are completely contrary to case precedent and are evidence of the judicial tendency to treat ISPs more harshly than other categories of alleged contributory infringers.

First, there is no evidence that AOL had actual, direct knowledge of the infringing content. Both courts accept as true that AOL never received Ellison's § 512(c)(3) notice e-mail. [106] Both courts also accept that AOL's failure to close its old copyright notification e-mail address and forward messages directed to that address was merely a negligent oversight and thus does not satisfy the intent requirements for willful blindness. [107] There is some evidence that months prior to the posting of Ellison's articles, AOL had received a phone call reporting the presence of other infringing materials on its Usenet service. [108] Even if such a report could be construed as constructive knowledge, constructive knowledge does not satisfy the knowledge requirement in this case because Usenet is clearly capable of actual non-infringing uses. Despite all of this, both Ellison courts refused to grant summary judgment to AOL on the knowledge requirement, finding a triable issue of fact that AOL had constructive knowledge of the infringing content. [109]

These Ellison knowledge holdings stand in direct contrast to the holdings in the software distributor and web site owner cases. In the Grokster software distributor case, decided by the Ninth Circuit only a few months after Ellison II, the court found the knowledge requirement not satisfied, despite actual knowledge, because Grokster did not have knowledge of the infringing activity at the time that they had the ability to control such activity. [110] Similarly, in the Hendrickson v. Amazon.com web site owner case, the court found that prior notice was no longer viable after a few months had passed. [111] These cases demonstrate the different judicial treatment of these three types of service providers with respect to the knowledge requirement of the contributory infringement analysis.

ii. Material Contribution as Given: Misreading Sony and Netcom

The Supreme Court did not expressly address the material contribution element in Sony, but Sony implies that simply providing a technology that is capable of substantial non-infringing uses, without also advocating the use of the technology for infringement, does not lead to secondary liability. [112]

The Netcom court expanded the material contribution requirement by defining it broadly as “substantial participation.” [113] In Netcom, the court did not specifically address the factual circumstances satisfying the material contribution requirement as distinct from the knowledge requirement; the court merely concluded that contributory copyright infringement liability can be fairly imposed on a service provider that is hosting a Usenet server if the service provider does not act to remove (or disable access to) the infringing material upon receipt of actual knowledge of the infringing content. [114]

Following the Ninth Circuit's opinion in Fonovisa, [115] courts began using the “site and facilities” test for evaluating the material contribution requirement. In A&M Records v. Napster, the Ninth Circuit equated the Netcom test, based on the failure to act after receipt of knowledge, with the site and facilities test. [116] The district court in Aimster I further equated the Napster test with “but for” causation; [117] but the court continued to note that this reading of the material contribution element was not necessary in the case at bar because there is evidence that Aimster expressly advocated the use of its technology for infringement. [118]

The Ninth Circuit clarified its prior readings of the material contribution requirement in Grokster: “material contribution can be established through provision of site and facilities for infringement, followed by a failure to stop specific infringement once knowledge of those infringements is acquired.” [119] This represents a slight retreat from the prior expansion of the material contribution element, but it is still a broader rule than the “express advocacy of infringement” test implied by Sony. One thing that both these formulations have in common, however, is that both imply some level of intent on the part of the accused contributory infringer: Sony's express advocacy implies intentional action; Netcom/Grokster's failure to act after receipt of knowledge implies intentional inaction.
In the *Ellison II* case (against an ISP), the Ninth Circuit quoted the full *Netcom* rule (i.e., that material contribution is satisfied by providing a Usenet server and failing to act upon receipt of knowledge), but then applied it, in the summary judgment proceeding at bar, as a per se rule against Usenet providers: “The *Netcom* court held that the fact that the Usenet service allowed Netcom's subscribers access to copyrighted works was sufficient to raise a triable issue regarding material contribution.” [120] In doing so, the *Ellison II* court removed the intent requirement from the *Netcom/Grokster* test and held that there was a triable issue of fact as to the material contribution element, [121] despite the fact that the court concedes that AOL did not have knowledge of the infringement (and thus could not have failed to act upon receipt of knowledge). [122] This outcome stands in stark contrast with the Ninth Circuit's very different interpretation of this same material contribution element in its *Grokster* decision, issued only a few months after the *Ellison II* opinion.

B. Application of the DMCA Safe Harbor Provisions

The *Ellison II* ISP case was not only anomalous for its reading of the elements of contributory copyright infringement; it also represented a departure from established law in its application of the DMCA safe harbor provisions. Both *Ellison* courts followed the legislative intent and case precedent in recognizing that Usenet hosting falls under the provision for transitory network communications, § 512(a), and not the provision for information stored by a user, § 512(c). [123] The appellate court, however, disagreed with the district court that AOL was entitled to summary judgment under the safe harbor provisions. [124] The Ninth Circuit held that there was a triable issue of fact as to whether AOL satisfied the threshold eligibility requirements under § 512(i). [125] Specifically, the court questioned whether AOL's repeat infringer policy had been “reasonably” implemented because AOL neglected to close its old copyright notification e-mail address and forward the messages to the new address. [126]

i. Misreading the Threshold Requirements

The legislative history of the § 512(i)(1) repeat infringer policy threshold requirement indicates that this requirement is directed to the relationship between a service provider and its subscribers and not to the relationship between a service provider and a complaining copyright holder. [127] This is apparent both from the congressional discussions of the threshold requirements, [128] as well as from the elaborate red flag and notice and takedown provisions in § 512(b)-(d), which specifically detail procedures for communications between a service provider and a complaining copyright holder. [129] Reading the “reasonably implemented” repeat infringer policy requirement of § 512(i) as affecting the procedures for appointing and maintaining contact information for receipt of notice by complaining copyright holders, as the Ninth Circuit did in *Ellison II*, renders all of § 512(c)(2) moot. [130]

Furthermore, the overarching legislative purpose of the DMCA was to create consistency in the application of liability so that service providers would know when they were opening themselves to potential liability for their actions in the digital realm. [131] Although the face of the statute and the legislative history may be less than clear as to the specific requirements of § 512(i)(1), [132] the *Ellison II* holding undermines the goal of consistency by departing from existing precedent in its strict reading of the § 512(i)(1) requirement and refusing summary judgment when AOL was clearly entitled to safe harbor protection as a matter of law. [133]

Although the case precedents interpreting § 512(i) do not all agree with one another, none of the prior case law implies a reading as strict as the Ninth Circuit's in *Ellison II*. In stark contrast, the district court's opinion in *Ellison I* represents the most lax reading of § 512(i) to date, concluding:

Subsection (i) does not require AOL to actually terminate repeat infringers, or even to investigate infringement in order to determine if AOL users are behind it. That is the province of subsection (c) .... Subsection (i) only requires AOL to put its users on notice that they face a realistic threat of having their Internet access terminated if they repeatedly violate intellectual property rights. [134]

The *Perfect 10 v. Cybernet Ventures* court took a slightly stricter approach in its § 512(i) analysis than the *Ellison I* court, but still maintained that a lack of user account termination in “instances where a service provider is given sufficient evidence to create actual knowledge of blatant, repeat infringement by particular users” is required.
for a finding that a repeat infringer policy was not reasonably implemented. [135] *Aimster I* held that § 512(i)(1) was not satisfied because the architecture of the Aimster service was such the repeat infringer policy could not possibly be implemented. [136] Finally, *Perfect 10 v. CCBill* held that “Congress requires reasonable implementation of a repeat infringer policy rather than perfect implementation,” and found that the accused party had reasonably implemented its repeat infringer policy even though it had not disabled a user's access even after a number of general notifications of infringement. [137]

In contrast to the above line of cases (against mostly web site owners and a software provider), which differ somewhat in their interpretation of the § 512(i) requirements, the Ninth Circuit adopted a more draconian interpretation in applying the requirements to an ISP in *Ellison II*. In that case, AOL met all the requirements set forth in the above cases, but the Ninth Circuit nonetheless found a triable issue of fact as to whether AOL’s repeat infringer policy had been reasonably implemented simply because “AOL should have closed the old e-mail account or forwarded the e-mails sent to the old account to the new one.” [138] In so holding, the court has not only departed from precedent and the legislative goal of consistency, but it has also read a stricter version of the notice provisions of § 512(c) into both the threshold requirements of § 512(i) and the substantive requirements for the safe harbors under § 512(a)-(b). This holding results in the court's absurd conclusion that AOL does qualify for safe harbor under § 512(a), but may not be eligible for such because it has not satisfied the threshold requirements of § 512(i). [139]

ii. Willful Blindness and § 512(m)(1)

Although not expressly mentioned by the court, the Ninth Circuit's absurd holding in *Ellison II* seems to be based on the specter of willful blindness: that an ISP may change its copyright infringement e-mail address, and purposefully delay in closing the old account and forwarding the messages directed to it, simply in order to allow infringing activity to take place and avoid liability. Judge Posner of the Seventh Circuit explored similar concerns in *Aimster II*. In that case, in response to Aimster's argument that it did not have knowledge of the infringing activity because all of the files transferred via its software were encrypted, the Seventh Circuit employed the doctrine of willful blindness [140] to conclude that “a service provider that would otherwise be a contributory infringer does not obtain immunity by using encryption to shield itself from actual knowledge of the unlawful purposes for which the service is being used.” [141] This raises a question as to the relationship between the prohibition on willful blindness and the § 512(m) no monitoring provision.

Section 512(m) says that the availability of the safe harbors is not conditioned on “a service provider monitoring its service or affirmatively seeking facts indicating infringing activity.” [142] Reading this provision in light of the definition of willful blindness [143] implies exactly what the red flag test [144] stipulates: if the service provider has some knowledge (understood as either direct knowledge or implied knowledge [145]), then it has a duty to investigate.

This understanding of the relationship between willful blindness and the no monitoring provision accords with the Seventh Circuit's application of the willful blindness doctrine against a software provider in *Aimster II*, [146] but is contrary to the Ninth Circuit's holding against an ISP in *Ellison II*. [147] The Seventh Circuit found that Aimster knew that its software was used for primarily infringing purposes [148] and held that the fact that each particular infringing transmission was encrypted was not sufficient to excuse Aimster from liability, under the willful blindness doctrine. [149] Based on the factual findings of Aimster's knowledge of infringing activity, the Seventh Circuit did not impose a burden on Aimster that violated the no monitoring provision of § 512(m).

The Ninth Circuit in *Ellison II*, however, seems to have applied the willful blindness doctrine in contradiction to the no monitoring provision. In that case, the court denied summary judgment to AOL simply because AOL had changed its copyright address and failed to promptly close the old account and forward messages directed to the old account. [150] If the facts had been different, this may have been a proper application of the willful blindness doctrine, but here, the Ninth Circuit did not contest the district court's factual finding that “AOL did not have actual knowledge of the infringement before being served by Ellison.” [151] Therefore, the court seems to have used the willful blindness doctrine in order to impose an affirmative duty to monitor upon the ISP.

In short, in *Ellison II*, the Ninth Circuit was penalizing AOL solely because changing a copyright infringement
e-mail address and not immediately following up (by closing the old account and forwarding messages from the old account to the new) is something that another service provider might do in order to turn a blind eye to copyright infringement. [152] The Ninth Circuit was literally holding AOL out as an example to prevent future willful blindness on the part of ISPs. [153]

V. SHOOTING THE MESSENGER: WHY ISP LIABILITY IS THE WRONG ANSWER

The Ninth Circuit Ellison II case exemplifies the judicial tendency to hold ISPs to a higher standard of liability for contributory copyright infringement than other service providers (like web site owners and software distributors). The court's impulse to do so seems to make some sense: ISPs are the gatekeepers of the internet--they control users' access to the internet and, as such, are in a unique position to control online copyright infringement. [154] Such an impulse, however, runs contrary to Congress's express intent in enacting the DMCA, and the Supreme Court has cautioned other courts that the expansion of copyright protections is a task best left to Congress. [155]

There are compelling public policy concerns that argue for adherence to the congressional mandate. The internet is significantly benefits the public by both subsidizing public discourse and fostering the growth of e-commerce. Furthermore, the existence and growth of the internet is dependent in large part on ISPs, who both invest in the structure of the internet and provide affordable access to a rapidly growing number of users. As with prior technological innovations -- such as newspapers, telephones, and broadcast and cable television--the internet subsidizes and creates a unique forum for public discourse. [156] Furthermore, because the internet is also an expansive commercial forum, it represents a unique realm that merges speech and commerce.

Both public benefits of the internet--speech and commerce-- enrich intellectual property owners. A robust public discourse fuels intellectual creation and serves as free advertising for the commerce in intellectual property. Furthermore, Congress noted that “a thriving electronic marketplace provides new and powerful ways for the creators of intellectual property to make their works available to legitimate consumers in the digital environment.” [157] As such, the free flow of information on the internet is ultimately to the benefit of intellectual property rights holders.

VI. CONCLUSION

The unique role that ISPs play within the context of cyberspace means that they are crucial to the growth and expansion of the internet, but they are also particularly susceptible to contributory copyright infringement liability. In § 512, Congress considered the position of ISPs and crafted legislation which would protect the growth of the internet without sacrificing the protection of intellectual property rights holders. The judicial inclination to hold ISPs to a higher standard than other online service providers, however, undermines the delicate balance struck by Congress. Courts need to remain faithful to the letter and intent of the DMCA in order to facilitate the dual congressional goals of encouraging growth and investment in the internet and also protecting intellectual property rights.
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